
Monthly Vulnerability Audit Subscription
(starting at $900 per month)

Scanning & Enumeration
Scans 65,535 ports on each device for vulnerabilities including possible ransomware. Tampa Technologies

uses it’s own proprietary methodology, based on over 20 years in the security industry, to audit each target

device for potential vulnerabilities.Our system can also scan the darkweb for compromised emails &

password.

Identify Vulnerabilities
Based on information gathered in the previous two phases, we will identify services running on your system,

network, or application that have known vulnerabilities. Each service and application discovery is cross-

referenced to an extensive database to generate a list of potential vulnerabilities.

Prioritize Vulnerabilities
Detailed and easy-to-read reports containing Critical, High, Medium, and Low Risk will be provided along with

the recommendations for remediation. A detailed, technical explanation of the assessment findings along with

steps and proof of the findings.
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Monthly Reports
Provide detailed and comprehensive information on vulnerabilities and open ports found.

Fully customized audits tailored to your organization.

Include a complete list of vulnerabilities identified during the audit, ordered by severity and categories.

Include CVE identifiers and references to over 185,000 online resources and advisories.

Compliance
HIPAA, SOC, NIST, CIS. Irregardless of what security or compliance framework your

organization is subject to, Tampa Technologies can help you meet the requirement for

3rd party security assessments.

Consultation
Tampa Technologies also includes a 30 minute consultation for recommendations based on the

monthly findings.

                                www.tampatechnologies.iosales@tampatechnologies.io
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